Security & Privacy Statement


<SOC LOGO>

SocialOutbreak.com Privacy Statement
Thank you for visiting www.socialoutbreak.com or the personal website of your authorized Independent Business Owner (IBO) whose name appears on the website (our/the Website).   This Website is powered by Social Outbreak Corp, and is made available by Social Outbreak Corp as a service to your IBO.  As used in the Privacy Statement, the terms “our”, “we” and “the” refer to both Social Outbreak and your IBO unless the context clearly states otherwise. The terms “you” or “user” refers to any Consumer of Social Outbreak Corp products and the use of our Website. 

Social Outbreak Corp appreciates the opportunity to interact with you on our Website and the Internet and are committed to protecting and safeguarding your privacy.  The purpose of this Privacy Statement is to inform you about the types of information we might collect about you when you visit our website, how we may use that information, whether we disclose it to anyone, and the choices you have regarding our use of, and your ability to correct that information. 

1.0 
Introduction

This Privacy Policy is to ensure that all Customers and IBOs understand and adhere to the basic principles of confidentiality.

2.0 
Expectation of Privacy

2.1. 
Social Outbreak recognizes and respects the importance its Customers, and IBOs place on the privacy of their financial and personal information. Social Outbreak Corp will make reasonable efforts to safeguard the privacy of, and maintain the confidentiality of its Customers’, and IBOs’ financial and account information and nonpublic personal information.

2.2. 
By entering into the IBO agreement, an IBO authorizes Social Outbreak to disclose his or her name and contact information to upline IBOs solely for activities related to the furtherance of the Social Outbreak business. An IBO hereby agrees to maintain the confidentiality and security of such information and to use it solely for the purpose of supporting and servicing his or her downline organization and conducting the Social Outbreak business.

3.0 
Employee Access to Information

Social Outbreak limits the number of employees who have access to Customer’s and IBOs nonpublic personal information.

4.0
 Protection of Information by Established Security Procedures

4.1. 
Access to confidential account information will only be provided to the authorized account holder after identification of the account holder has been verified.

4.2. 
Verifying information may include but is not limited to:

I. 
user name/ ID number;

II. 
Address;

III. 
Phone number(s);

IV. 
Credit card number(s);

V. 
PIN (Personal Identification Numbers);

VI. 
Signatures or other identifying information.

4.3. 
If uncertainty exists regarding the identity of the person requesting the information over the phone, Social Outbreak will ask that the request be made in writing, to be mailed or faxed to Social Outbreak corporate office.

5.0 
Restrictions on the Disclosure of Account Information

5.1
Social Outbreak will not share non-public personal information or financial information about current or former Customers or IBOs with third parties, except as permitted or required by laws and regulations, court orders, or to serve the Customers, or IBOs interests or to enforce its rights or obligations under these Policies and Procedures, or IBO’s Agreement or with written permission from the account holder on file. Both the IBO and the Customer are considered to be Social Outbreak Corp Consumers. 

I.
IBOs.  With a business powered by Social Outbreak Corp you will receive advice and information from your own personal business advisory team, consisting of your IBO sponsor and upline organization.  To allow such communication, we may share your contact information with your sponsoring IBO and upline organization.  They have agreed not to share your information with any non-affiliated third parties, and are obligated to observe the intent of this privacy Statement.  In the ordinary course of supporting your business, information about you and your product orders must be shared with your sponsoring IBO and immediate upline Presidential IBO.  You have the opportunity to let Social Outbreak Corp know if you do not want any personally identifiable information shared beyond your immediate upline Presidential IBO.  


II.
Customers.  To assure the highest level of personal service, Social Outbreak Corp may 
share 
personally identifiable information about you (excluding credit/debit card or banking 
information) with your  servicing IBOs to make sure you are pleased with your product purchases 
and assist you with using your products so you receive the utmost value from your Social Outbreak 
Corp purchase.  Your servicing IBOs have agreed to not share your information with any non-
affiliated third parties and are obligated to observe the intent of this Privacy Statement.  You may 
elect to not share any information with your servicing IBOs by contacting 
Social Outbreak Corp’s 
Customer Service department for assistance under the Contact Us tab. 

III.
General.  Social Outbreak Corp may share personally identifiable information provided to us 
online 
with other Social Outbreak Corp related entities and/or trusted business partners with whom 
we collaborate, as well as to those who provide service on our Website, who are also bound in 
agreement to this Privacy Statement.   We may also be required to provide your personal information 
in response to a court order, subpoena, or government investigation.   We also reserve the right to 
report to law enforcement agencies any 
activities that we in good faith believe to be unlawful.  We 
may release your personally identifiable 
information when we believe that such a release is 
reasonably necessary to enforce or apply our Terms of Use or to protect the rights, property, 
and safety of others and ourselves.   Should Social Outbreak Corp or its 
related entities merge with 
or be acquired by another business entity, or its respective assets be acquired, you should 
expect that we would share some or all of your personally identifiable information to companies 
assuming the role of servicing you and other users of our Website. 
5.2
Your Choices.  Your permission is generally secured first. We will generally not use or share the 
personally identifiable information  collected on our Website in ways unrelated to the purpose of 
which you provided your information, without providing you with a choice whether to permit any such 
unrelated use. 

5.3
Accessing or Correcting Your Information.  We take reasonable measures to ensure that any 
personally identifiable information we collect on our Website is accurate, current, complete, and 
reliable for its intended 
use.  IBO’s may update their personal information in the back office of the 
Website.  Customers may update their information with their IBO or by using the Contact Us link at 
Social Outbreak Corp, Customer Service. 

6.0
Use of Cookies and Links to Third-Party Websites

6.1
Use of Cookies on the Website. A “cookie” is a small data file transferred to your computer’s hard 
drive that allows a website to respond to you as an individual, gathering and remembering 
information about your preferences in order to tailor its operations to your needs, likes and dislikes.  
Cookies also enable an Internet retailer like Social Outbreak Corp to keep track of a consumer’s 
electronic “shopping cart” before completing a purchase.  Overall, cookies are safe, as they only 
identify your computer to customize your web experience.  Accepting a cookie does not provide us 
with access to your computer or any personally identifiable information about you, other than the 
information you choose to share.  Other servers cannot read them nor can they be used to deliver a 
virus. 


Most browsers automatically accept cookies, but you can usually adjust yours to notify you of cookie 
placement requests, refuse certain cookies, or decline cookies completely.  If you turn off your 
cookies completely, there may be some website features that will not be available to you, and some 
web pages may not display properly. 


To support the personalized features of our Website, we must send a cookie to your computer’s hard 
drive and/or use cookie-based authentication to identify you as a registered Website user.  We do 
not use “surveillance” cookies that track your activity elsewhere on the web. 

6.2
Links to Other Websites.  Links to third-party websites may be provided by Social Outbreak Corp 
solely for your information and convenience, or to provide additional shopping for various other 
goods and services through our Vendors and Service partners.  If you use these links you will leave 
our Website.  This Privacy Statement does not cover the information practices of those websites 
linked to our Website, nor do we control their content or privacy policies.  We suggest that you 
carefully review the privacy policy for each website you visit. 

We maintain contractual agreements with our Vendors and Service Partners, which require them to 
observe the intent of the privacy Statement.  When you enter a Partner store from our Website, we 
provide them only with your identification number for the purposes of introducing you.  

7.0
Children’s Privacy Protection


Our Website is not intended for children under the age of 18 years, and we will not knowingly collect 
personally identifiable information from them.  If we discover personal data from a child on our 
Website, we will eliminate that data. 

8.0
Socialoutbreak.com and the E.U.- U.S. Safe Harbor for Privacy


The US Department of Commerce and the European Commission (EU) have developed a “safe 
Harbor’s framework of data protection principles.  This Safe harbor is designed to provide US 
organizations with means to satisfy the European Union’s legal requirement that adequate data 
protections be afforded to personally identifiable information transferred from the European Union to 
the United States.  Socialoutbreak.com 
privacy policy is consistent with the US-EU Safe harbor 
principles: notice, choice, onward transfer, access and 
accuracy, security, and 
oversight/enforcement.  More information about the Safe Harbor Program can be found 
at: 
www.export.gov/safeharbor/.

Socialoutbreak.com is committed to resolving any complaint from consumers, employees, or 
business partners in the E.U. concerning the privacy of their personal information. 

9.0
Changes to this Statement. 


Any updates or changes to the terms of this Privacy Statement will be posted here on our Website 
and the date of the newest version will be posted below.  By using our Website, you acknowledge 
acceptance of this Privacy Statement in effect at the time of use. 

10.0
Contact Us.  


If you have any concerns about our use of your information or about this Privacy Statement, please 
send an email to compliance@socialoutbreak.com or call 1-702-800-3570.  We will make every 
reasonable effort to address your concerns and remedy any problems you bring to our attention. 
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